










for secure software testing model. The 

testing aid is gained by mapping the flow 

graph notation with the use case notation 

in requirement elicitation which disclosed 

the possible high risk vulnerability points. 

Even though there is a limitation of this 

study as it was run on a CVE database, it 

is strongly believed that the flow graph 

can be used on other vulnerability data-

base that uses natural language as it re-

port type basis. 
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