
following vertices: information transparency (1), the degree 
of responsibility (3), the degree of information accessibility 
to third parties (6), the level of corruption reduction (13) and 
risks (14). The high value of vertex 12 has the most positive 
influence on the level of information use efficiency (11). 
When the value of vertex 12 is of low and medium level, the 
most negative changes are observed for such vertices as the 
degree of information reliability (8) and the level of 
information use efficiency (11) The high value of vertex 12 
has the most negative effect on the vertices of information 
transparency (1), the degree of responsibility (3), the degree 
of information accessibility to third parties (6), and 
risks (14). Now, we can have a close look at the influence of 
information transparency (1) on the cognitive model factors. 
In general, the level of information transparency does not 
affect the system significantly, it is 0.32 in the context of the 
system self-development scenario. At the same time, a 
decrease in the level of vertex 1 reduces the influence of 
such factors as the degree of responsibility (3) and the 
degree of confidence (2) on the system. An increase in the 
level of vertex 1 results in the growing influence of the 
corruption reduction factor (13), while low level of vertex 1 
causes an increase in the level of corruption (13). A low 
level of vertex 1 slightly increases such factors as risks (14) 
and information accessibility to third parties (6), The value 
of the approval to disseminate information (7) increases 
when the level of vertex 1 is higher. 

V. CONCLUSIONS 

It involves structuring knowledge about the factor 
environment, identifying strategic changes in the level of 
information transparency and the levels of influence of its 
factors. Information transparency is defined as a poorly 
structured category which nevertheless acts as a qualitative 
characteristic of information, a certain level of which forms 
an additional spectrum of properties of information which 
has been adequately perceived or processed. In the course of 
the study, a cognitive model of information transparency 
was constructed in the form of a weighted digraph. The 
results of its structural analysis revealed that the degree of 
transparency and information and communication security 
have the most powerful influence on the state of the system. 
The results showed that higher levels of information and 
communication security lead to lower risks, lower degree of 
information accessibility to third parties and information 
transparency in general. At the same time, only the high 
level of information and communication security is 
associated with an increase in the degree of information 
reliability, the level of visible information use efficiency and 
information transparency. The analysis of the cognitive 
model factors which affect the level of information 
transparency showed that its level is most significantly 
decreased by the growing level of information and 
communication security, while it is most significantly 
increased by the growing efficiency of visible information 
use, higher level of technological development and reduced 
scope of information visibility. The results of this study 
allow us to identify the strategic elements of managing 
information transparency as a tool for economic entities to 
achieve their goals in the information environment.  
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