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ABSTRACT
The article focuses on the need to use sociological methods in criminological research. The current situation in Ukraine is characterized by inconsistency in state statistics on criminality in the country. And the only alternative can be an expert survey in this area and analysis of relevant data. This approach requires compliance with the scientific approach and achievement of representativeness of criminological conclusions. To this end, sociological science uses a variety of methods to achieve data reliability and conclusions validity. In order to test the hypothesis, the methods of logical error, cluster analysis were used; their efficiency for data purification and ensuring representativeness of criminological conclusions was analyzed.
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1. INTRODUCTION
Modern law enforcement policies in developed security systems are mainly based on the principles of forming adequate knowledge about systemic criminal phenomena, criminal environment and development of appropriate strategies. At the same time, latent crime, in particular economic crime, as well as its organized manifestations, and in Ukraine the inadequacy of official criminal statistics on the level of criminogenic risks in society [1, 2], encourage the search for new forms of crime analysis. Examples of such approaches are Europol's SOCTA methodology [3] and risk-oriented law enforcement strategies [4, 5], based on expert surveys and the use of appropriate sociological and statistical methods [6, 7] of analysis.

Data collection using online surveys is becoming an increasingly common means of obtaining information from respondents, given the ability to quickly learn the opinions of a large number of people who are difficult to reach on a large number of questions.

However, the quality of data collected from such surveys can suffer significantly due to insufficient expertise, reduced motivation to provide thoughtful answers, fatigue and inattention due to excessive number and complexity of questions and distractions, installation behavior, quality of tools and technical aspects of the survey.

2. RESEARCH ANALYSIS
To control the installation styles and attentiveness when filling out questionnaires, researchers usually include in the questionnaire specially created control questions [8]:
- to measure the social desirability of answers;
- identical in content questions with forward and reverse key;
- questions to check the competencies of respondents;
- direct instructions (for example: "Choose answer #2 to this question").

If such tools were not planned before the survey, it is necessary to identify inattentive, incompetent or unmotivated respondents in another way, based on the statistical properties of their answers.

The following signs of low data quality in a particular respondent may be [9]:
- a significant number of passes;
- too short response time to questions;
- low variability of answers to a number of questions;
- presence of non-random patterns of answers to a number of questions that are not determined by their content;
- significant difference between the answers of the respondent and the profile of the answers of a significant number of bona fide and competent participants.

3. THE PURPOSE OF THE ARTICLE

Predicated on the unique empirical base formed by the survey of the subjects of fiscal security of Ukraine [5], to suggest data cleansing approaches of general expert set, forming a reliable expert sample [8] and ensuring sufficient representativeness of analytical conclusions. Analyze the spread risks of targeted activities of organized crime in the field of fiscal security of Ukraine.

4. THE MAIN MATERIAL

Already initial analytical conclusions, conducting a strategic analysis in the field of fiscal security of Ukraine based on a risk-oriented approach, focused on the extreme importance of such innovation in Ukraine and formed a system of knowledge to justify priority areas for further development of this segment in Ukrainian society.

Using the risk management methodology, threats in the field of fiscal security were identified and assessed (243), analysis and risks assessment of their spread were carried out, risk limits were determined, abilities (119) and external opportunities (52) of risk minimization were assessed, and a forecast model was designed to manage these risks [5].

The most significant threats, with a risk level exceeding 60% of the maximum size and requiring urgent measures to reduce the risk of their spread are VAT fraud and lobbying by government officials of certain groups and companies to promote favorable tax (customs) preferences [5].

At the same time, some threats, although characterized by a slightly lower level of risk, still require control of top management of key fiscal security actors: targeted activities of organized crime in the fiscal sphere (57%), pressure on business (57%), "schemes" of minimization tax payments (56.6%), smuggling (56%), shadowing of certain types of business (55%), avoidance of criminal liability for tax offenses (55%) and manifestations of corruption in the fiscal sphere (55%) [5].

In this case, it is important to note that the conclusions obtained require a sufficient level of objectivity, reliability and representativeness of the data. That is why several ways to clear the collected data set were used.

Our hypothesis is based on the assumption of insufficient reliability of the data obtained in the survey of more than 7,000 respondents (experts in the field of fiscal security). This assumption was motivated by the fact that respondents had to fill in the questionnaire online in two stages in an online mode without external supervision and evaluate the "likelihood" and "consequences" of more than 400 indicators [5], which characterized threats, abilities (vulnerabilities) and external opportunities. Of course, this task is difficult and not all respondents could pay enough attention to filling out the questionnaire. The statistical substantiation of the sampling restriction procedure is based on the fact that due to the large volume of the questionnaire, experts could make mistakes in the answers, as the complexity of the questions and the limited time of their comprehension leads to instability of attention [10].

In order to test the hypothesis and ensure the probable purification of the data, first of all, the method of logical error was used. In particular, separate indicators in different sections of the questionnaire were used to check the competencies of the respondents. For example, according to the “Shadow Economy Level” indicator, a reasonably reasonable answer when estimating the likelihood of spreading this threat on a “low-medium-high” scale is possible “medium” or “high” probability, but the answer “low likelihood” will not be considered competent level of the shadow economy in Ukraine.

Using this indicator as a filter, the first sample was made from the data set of the general population, which significantly improved the quality of data for further analysis. This can be seen in the following example: the level of risk of spreading the threat according to the TA2 indicator (targeted activity of organized criminal groups in relation to VAT), which is one of the biggest threats, has the following distributions in the group of those selected by the no-error filter who did not pass this filter (Table 1):
Table 1. TA2 * filter_ $ Crosstabulation

<table>
<thead>
<tr>
<th>filter_ $</th>
<th>Not Selected</th>
<th>Selected</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>TA2 low</td>
<td>16.7%</td>
<td>2.2%</td>
<td>11.5%</td>
</tr>
<tr>
<td>medium</td>
<td>43.2%</td>
<td>17.8%</td>
<td>34.1%</td>
</tr>
<tr>
<td>high</td>
<td>40.1%</td>
<td>80.0%</td>
<td>54.4%</td>
</tr>
<tr>
<td>Total</td>
<td>100.0%</td>
<td>100.0%</td>
<td>100.0%</td>
</tr>
</tbody>
</table>

As can be seen, the difference in distributions is significant: 16.7% of unreliable experts indicated a low likelihood of a threat, while reliable ones chose this option in only 2.2% of cases. The "high likelihood" option was chosen by them in 80% of cases. This difference is not only statistically significant (criterion $\chi^2 = 38.378, p < 0.001$), but also the magnitude of the effect is very significant (V Cramer = 0.39). Similar trends are observed in other important questions of the questionnaire.

To improve the quality of the selected data, which, in our opinion, is a reasonable assumption, we used a technique based on identifying patterns (profiles) of respondents' answers to questions followed by determining the quality of information in the profile based on variability of answers, missed data and meaningfulness answers (this is determined separately). To identify groups of respondents with different styles of responding to a number of questions, we used the following algorithm, which is based on cluster analysis [11, 12, 13] by the method of K means.

The quality of the information provided by the respondent is determined separately for the selected block of questions, and not for the questionnaire as a whole. 35 indicators (TA2-TA36) were analyzed, which characterize the level of risk of spreading threats related to targeted activities of organized crime in the field of fiscal security. This approach makes it possible to preserve the maximum of expert information, as it is assumed that the attentiveness, competence and motivation of the expert may vary over time or depend on the content of questions in the block. It should also be noted that the level of risk is determined on the basis of an integrated assessment of the likelihood and consequences of identified threats.

Statistical analysis of the data was performed using the IBM SPSS Statistics version 25, but the proposed algorithm is easy to implement using the R language [14].

The next step in the algorithm is to fill in the missing answers. It should be noted that a significant amount of missed data is a significant problem in any statistical analysis, so the gaps (in this case – code 99 is) were replaced by the authors with a value close to the modal response (e.g. 10), but slightly different from it (e.g. 9) to facilitate the interpretation of clusters (Figure 1).

```
FREQUENCIES VARIABLES=TA2 to TA36
/FORMAT=NOTABLE
/STATISTICS=MEAN MEDIAN
/OFFER=ANALYSIS.
RECODE TA2 (MISSING = 25).
RECODE TA3 (MISSING = 25).
RECODE TA4 (MISSING = 25).
RECODE TA5 (MISSING = 15).
RECODE TA6 (MISSING = 25).
RECODE TA7 (MISSING = 10).
RECODE TA8 (MISSING = 15).
RECODE TA9 (MISSING = 15).
RECODE TA10 (MISSING = 15).
RECODE TA11 (MISSING = 15).
RECODE TA12 (MISSING = 15).
RECODE TA13 (MISSING = 30).
RECODE TA14 (MISSING = 30).
RECODE TA15 (MISSING = 30).
RECODE TA16 (MISSING = 30).
RECODE TA17 (MISSING = 30).
RECODE TA18 (MISSING = 30).
RECODE TA19 (MISSING = 30).
RECODE TA20 (MISSING = 25).
RECODE TA21 (MISSING = 30).
RECODE TA22 (MISSING = 30).
RECODE TA23 (MISSING = 30).
RECODE TA24 (MISSING = 30).
RECODE TA25 (MISSING = 30).
RECODE TA26 (MISSING = 30).
RECODE TA27 (MISSING = 30).
RECODE TA28 (MISSING = 15).
RECODE TA29 (MISSING = 30).
RECODE TA30 (MISSING = 30).
RECODE TA31 (MISSING = 15).
RECODE TA32 (MISSING = 15).
RECODE TA33 (MISSING = 30).
RECODE TA34 (MISSING = 15).
RECODE TA35 (MISSING = 15).
RECODE TA36 (MISSING = 15).
execute.
```

Figure 1 IBM SPSS Statistics syntax for determining the median and replacing missing data

This allowed the authors to identify the lack of answers in the pattern.

The next step is a cluster analysis of the data set on the selected block of questions by one of the selected algorithms (Two Step Cluster Analysis, K-Means...
Experiments have shown that the most convenient to use was the method of K-means.

It is important to note that the results of clustering are always somewhat unstable and depend on which variables the array was sorted by. Therefore, the clustering procedure should be repeated several times, pre-sorting the array by different variables and checking the stability of the solution.

The choice of the number of clusters into which the whole set is divided are important points in the clustering. At the initial stage, given the total sample of experts, we identified 10 clusters (Figure 2).

In the future, we formed a new variable in the data array "QCL_1" and based on the use of the filter on the cluster K2 data sampling is limited in order to improve it (Table 3).

Table 3. QCL_1 * filter_1 Crosstabulation

<table>
<thead>
<tr>
<th>filter_1</th>
<th>Not Selected</th>
<th>Selected</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>17.0%</td>
<td>11.2%</td>
</tr>
<tr>
<td>2</td>
<td>100.0%</td>
<td>34.3%</td>
</tr>
<tr>
<td>3</td>
<td>83.0%</td>
<td>54.5%</td>
</tr>
<tr>
<td>Total</td>
<td>100.0%</td>
<td>100.0%</td>
</tr>
</tbody>
</table>

Thus, only 34.3% of the data were included in the sample limited by the filter-defined cluster K2. This limitation is not only statistically significant (criterion $\chi^2 = 268.000$, $p < 0.000$), but also the magnitude of the effect is very significant ($V_{Cramer} = 1.0$).

These conclusions confirm our hypothesis about the poor quality of the general survey in the field of fiscal security of Ukraine. Therefore, the use of such data requires a mandatory procedure for their purification.

Further application of the identified sampling restriction filters provides an opportunity to finally assess the risks on 35 indicators of threats to the spread of organized crime in the field of fiscal security of Ukraine (Table 4).

Table 4. Risk assessment of targeted activities of organized crime in the field of fiscal security of Ukraine

<table>
<thead>
<tr>
<th>VARIABLE</th>
<th>RISK ASSESSMENT, %</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>WITHOUT FITTERS</td>
</tr>
<tr>
<td>TA2</td>
<td>48.5350</td>
</tr>
</tbody>
</table>
5. CONCLUSIONS

Thus, an algorithm for cleaning the data of the general expert population based on:

- 'competence' checks of respondents;
- identification of patterns (profiles) of respondents' answers to questions, followed by determination of the quality of information in the profile based on the variability of answers, the share of missing data and the meaningfulness of answers.

Conclusions are made and the level of risks of threat of spread of purposeful activity of organized crime in the sphere of fiscal security of Ukraine is determined on the basis of the formed qualitative expert sample.
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