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Abstract. In the era of digital economy, data is considered to be the core resource 
for the development of digital economy. However, the improper use of data has 
also become a means for the digital giant to monopolize the market, and data 
privacy disclosure will not only lead to damage to consumer interests, but also 
affect economic, cultural and political development. Large Internet companies 
have successively leaked user privacy data, such as Alibaba Group's anti-monop-
oly penalties in 2020. In 2019, Facebook was fined 2.44 billion euros for viola-
tions of user privacy protection. Therefore, it is an urgent problem to seek the 
coordination mechanism between data protection and the development of digital 
economy. From the perspective of anti-monopoly, this paper explains the current 
situation and problems of digital economy development, and puts forward sug-
gestions for future development. 
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1 Introduction 

With the rapid development of the digital economy, data is becoming more and more 
important. However, the issue of data privacy has also aroused widespread concern. 
From the perspective of anti-monopoly, this paper discusses the relationship between 
data privacy protection and the coordinated development of digital economy. This pa-
per first introduces the importance of anti-monopoly law in the development of digital 
economy, and then expounds the challenges of data privacy protection. Then, it dis-
cusses how to protect data privacy and promote the coordinated development of digital 
economy by analyzing some cases introduced by anti-monopoly law in the field of dig-
ital economy. Finally, some policy suggestions and practical measures are put forward 
to strengthen data privacy protection and promote the sustainable development of dig-
ital economy. 
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2 The development of digital economy needs the intervention of 
anti-monopoly supervision 

For the general consumer, the digital economy of popular services, including e-com-
merce, search engines and social media three categories [1]. These digital economy 
platforms usually have the following three characteristics. First, digital economy plat-
forms often have network externalities, that is, the value of an economic activity in-
creases with the number of participants [1]. In a digital economy platform, the value of 
the platform increases as the number of participants on the platform (such as users, 
vendors, developers, etc.) increases because more participants can provide more prod-
ucts and services, attracting more users to the platform creates a positive cycle. Sec-
ondly, the platform of digital economy has the characteristic of scale economy. The 
cost of platform decreases with the increase of scale. The marginal cost of platform is 
low, even equal to zero. Third, with zero-price services, platforms often offer free 
online services in order to attract users, with the added benefit of advertising or user 
privacy data[2]. Its mode is through to the big data collection, the analysis and the ap-
praisal, the big data platform provides the corresponding service to the user. This cre-
ates huge barriers to transactions in the digital marketplace. This also shows that the 
platform economy brings many hidden risks as well as benefits to users. In particular, 
digital giants tend to occupy a monopoly or dominant market position, which leaves 
less and less room for competition for start-ups, so the global call for anti-digital mo-
nopoly is growing. 

3 Current situation and problems of anti-monopoly in digital 
economy 

The issue of antitrust in the digital economy is one of the hot topics. With the rise of 
major technology companies and the digital economy giant has a huge market share 
and influence, has aroused the concern about its monopoly position and market com-
petition. For now. Global anti-trust issues in the digital economy have attracted atten-
tion, and a series of related investigations and lawsuits have emerged [3]. 

In 2020, China's market regulator launched an antitrust investigation into Alibaba. 
The findings found that Alibaba had abused its dominant market position, including 
forcing platform sellers to operate exclusively, price fixing and exclusive transactions. 
As an anti-monopoly penalty, Alibaba was fined 1.82 billion yuan ($280 million) and 
ordered to make changes.[4] In 2021, China's market regulator also launched an anti-
trust investigation into Tencent Holdings. The investigation focused on Tencent's mar-
ket practices in social media and gaming. Tencent has been asked to improve the trading 
and payment environment on its platform to promote fair competition and provide more 
options to users. The punishment of Alibaba and Tencent by China's state administra-
tion of supervision is a wake-up call for other platforms. The anti-monopoly investiga-
tion of the platform economy is a general trend, and the regulation will be more strict 
in the future.[5] 
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At the same time, the anti-monopoly problem of digital economy has also aroused 
extensive concern and action in European and American countries. The European Com-
mission has launched numerous antitrust investigations and imposed numerous fines 
on Google. In 2018, the European Commission fined Google 2.44 billion euros ($2.78 
billion) on charges of abuse of market position, accusing the company of unfair com-
petition in the search engine market. The Commission also launched an investigation 
into Google's advertising business and its Android operating system. In 2019, the Fed-
eral Trade Commission imposed one of the largest fines ever on Facebook. The FTC 
accused Facebook of violating privacy rules and violating a 2011 settlement it reached 
with Facebook to protect users' privacy. The settlement requires Facebook to take a 
number of steps to protect users' personal information. In the end, the FTC and Face-
book agreed to pay a $5 billion penalty. In addition, the agreement also sets out a series 
of requirements and restrictions on Facebook's privacy policy and the way it handles 
data. The European Commission has also investigated Facebook's data privacy and 
anti-competitive practices [6]. These cases illustrate the extent of global concern about 
antitrust issues in the digital economy. Governments and regulators are taking action to 
investigate and penalize the market behaviour of technology giants in order to maintain 
fair competition, protect consumer rights and promote innovation and market diversity. 
These actions have important implications for the development of the digital economy 
and the sustainability of the industry.[7] 

4 The internet platform economy anti-monopoly existence 
cognizance difficult problem 

1. Defining the market scope: determining the market scope of an Internet platform is 
a key task in an antitrust investigation. Internet platforms typically involve multiple 
products and services, and their business models and competitive approaches may dif-
fer from those of traditional industries. Therefore, the determination of the market scope 
of the Internet platform becomes complex, which directly affects the anti-monopoly 
identification. 2. Network effects: the Internet platform economy often has powerful 
network effects, in which an increase in the size and activity of users further increases 
the platform's value and attractiveness. This network effect may lead to the emergence 
of a few dominant platforms in the market, the formation of a monopoly or oligopoly 
situation. In this context, the determination of monopoly status and anti-competitive 
behaviour is complicated by the fact that the monopoly status of some platforms may 
be due to network effects. 3. The role of data: data in the Internet platform economy 
has important competitive advantages and economic value. Data can be used to improve 
products and services, optimize algorithms, and make personalized recommendations 
and ad targeting. However, the collection and control of data can lead to platform bar-
riers that limit the entry and development of other competitors. For antitrust agencies, 
assessing the role and abuse of data in market competition is complicated. 4. Innovation 
in competition: the Internet platform economy is often more innovative, with platform 
operators continuously introducing new products and services to meet user needs. How-
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ever, some antitrust rules may have a detrimental effect on innovation. Platform oper-
ators need a certain degree of flexibility and freedom to introduce new business models 
and innovative products, and excessive restrictions may hinder innovation and services 
to meet user needs. However, some antitrust rules may adversely affect innovation. 
Platform operations require a certain degree of flexibility and freedom to introduce new 
business models and innovative products, and excessive restrictions may hinder inno-
vation and competition. These are just a few of the challenges in determining the eco-
nomics of Internet platforms. In practice, there are other complexities, such as multina-
tional operations, data privacy, user selection and trade-offs. Anti-trust agencies need 
to carry out comprehensive analysis and assessment on the basis of weighing various 
factors in order to determine the existence of monopoly and abuse and adopt corre-
sponding regulatory measures [8]. 

5 Anti-monopoly law data privacy protection and platform 
economic development proposals 

Anti-monopoly law and data privacy protection play a crucial role in the development 
of the platform economy. Regulation is needed to limit them. 1. Strengthening the en-
forcement of the anti-monopoly law: in order to protect market competition and con-
sumer rights, we should strengthen the enforcement of the anti-monopoly law, crack 
down on monopolistic behavior and enforcement, crack down on monopoly and abuse 
of market dominance. Regulators should proactively monitor the market and adopt the 
necessary measures to prevent market concentration and unfair competition. 2. Improv-
ing data privacy laws and regulations: With the advent of the digital age, data privacy 
protection has become particularly important. The government should improve data 
privacy-related laws and regulations to ensure that the data of individuals and enter-
prises are fully protected. This includes setting conditions for data collection, use and 
sharing, emphasizing the right to know and control of data subjects, and establishing 
systems to monitor and penalize violations. 3. Strengthen data security measures: the 
development of platform economy can not be separated from the collection and pro-
cessing of data, so the platform should strengthen data security measures, ensure that 
users' personal information is not compromised, abused, or accessed by unauthorized 
third parties. The platform should adopt secure data storage and transmission technol-
ogy, encrypt sensitive information, and establish strict data access rights management 
mechanism. 4. Promoting data sharing and cooperation: to balance the need for data 
privacy protection and data sharing, governments can encourage data sharing and co-
operation among platform enterprises, but at the same time ensure that data use is in 
compliance with laws and regulations, and protect user privacy. Governments could set 
up relevant data-sharing standards and frameworks, encourage voluntary participation 
by enterprises and provide corresponding incentives. 5. Strengthening the capacity of 
regulatory and enforcement agencies: in order to more effectively regulate the areas of 
antitrust and data privacy, governments should strengthen the capacity of regulatory 
and enforcement agencies. This includes providing adequate human and financial re-
sources, training professionals, strengthening cooperation with industry and responding 
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in a timely manner to emerging technologies and challenges to ensure effective enforce-
ment of anti-trust and data privacy regulations. Raise public awareness and participa-
tion: public awareness and understanding of antitrust and data privacy are also im-
portant. Governments and relevant agencies can raise public awareness of these issues 
through education and awareness campaigns [3]. 

6 Conclusion 

In today's digital era, data privacy protection and the coordinated development of digital 
economy has become a topic of great concern. With the rapid advancement of technol-
ogy and the popularity of the Internet, a large amount of personal and business data is 
collected, stored and analyzed, which raises concerns about data privacy and antitrust. 
From the perspective of anti-monopoly, the rapid development of Shuyu economy has 
brought a series of problems, including data monopoly, market monopoly and abuse of 
market power. In order to protect consumer rights and promote fair competition, anti-
monopoly law and policy should be combined with data privacy protection. In this re-
gard, government agencies, regulators and legislators play a key role and need to care-
fully formulate and implement appropriate regulations and policies to limit data mo-
nopolies and abuses, and strengthen the protection of data privacy [9]. At the same time, 
the coordinated development of the digital economy also needs the support of data pri-
vacy protection. Data is the cornerstone of the digital economy. Protecting data privacy 
not only enhances trust between individuals and businesses, but also facilitates the flow 
and sharing of data, further driving innovation and development of the digital economy. 
Therefore, participants in the digital economy should actively take steps to ensure trans-
parency, security and compliance in data collection, processing and sharing. It is worth 
noting that data privacy protection and the digital economy are not mutually exclusive. 
Rather, they can reinforce and reinforce each other. With reasonable data privacy pro-
tection measures, the digital economy can build a more reliable and secure data base to 
provide better services and experiences for consumers. At the same time, the develop-
ment of digital economy also provides more technical means and methods for data pri-
vacy protection, such as data encryption, decentralized storage and blockchain. Finally, 
in order to achieve the coordinated development of data privacy protection and Digital 
Economy, cooperation and coordination are needed on a global scale. Transnational 
corporations and international organizations should strengthen cooperation to develop 
common standards and principles to advance data privacy protection globally. In addi-
tion, public participation and awareness are also crucial, and individuals and businesses 
should be more concerned about their own data privacy rights and take proactive 
measures to protect personal privacy, while supporting and participating in the devel-
opment of the digital economy. In a word, data privacy protection and anti-monopoly 
are two indispensable aspects in the development of digital economy. Only through 
coordinated development, can we achieve sustainable development of digital economy 
and long-term social prosperity. I hope this paper can provide some enlightenment for 
related research and policy-making, and promote the practice process of data privacy 
protection and digital economy development.[10] 

From the perspective of anti-monopoly             269



References 

1. China's choice of platform anti-monopoly: to strengthen anti-monopoly law or to introduce 
industry regulation (Hou Liyang ISSN 2096-4188, CN 11-6037/Z)  

2. Protection of Personal Information through Anti-Trust Law ——From Subsidiary Protec-
tion to Independent Protection(Jiao Haitao,2021,(04),108-124) 

3. Kong deying (Economics and trade in the north, No. 3,2023, pp. 69-71) 
4. Regulation of Platform Economy Under the Domination of Anti-Monopoly Law Enforce-

ment With Sector RegulationCoordination: Theoretical Analysis and the Model Innovation 
in China (BAI Rang-rang School of Management, Fudan University, ISSN 1000-176X,CN 
21-1096/F) 

5. Xu Li. On the protection path of anti-monopoly Law for personal privacy data [ J ]. China's 
circulation economy, 2023(3): 120-128 

6. professor, Doctor of Law, Shanghai Jiao Tong University. This paper is a research result of 
the key project of the state social science fund, “Anti-monopoly and regulation research in 
the field of platform economy” (project number: 22AFX018) . 

7. Anti-monopoly Regulatory basis and Approaches for Consumer Data Privacy Protection(Yu 
Yingchao Sun Jin,《Social sciences Ⅰ》P4-P20) 

8. “The paradigm shift of anti-monopoly legal regulation on Internet platforms: the construc-
tion of the paradigm of pre-intervention of anti-monopoly law.” Zhang, Rose (politics and 
law, No. 4,2023, pp. 162-164) 

9. reflections on antitrust regulation in the digital economy. Social Sciences Digest, No. 
8(2021): 72-73 

10. Models and Rules for Incorporating Consumer Privacy Protection into the Antitrust Frame-
work in the context of the Digital Economy (Yang Ruiqi, 2022, (11),69-75 DOI: 
10.19851/j.cnki.cn11-1010/f.2022.11.346) 

Open Access This chapter is licensed under the terms of the Creative Commons Attribution-
NonCommercial 4.0 International License (http://creativecommons.org/licenses/by-nc/4.0/),
which permits any noncommercial use, sharing, adaptation, distribution and reproduction in any
medium or format, as long as you give appropriate credit to the original author(s) and the
source, provide a link to the Creative Commons license and indicate if changes were made.
        The images or other third party material in this chapter are included in the chapter's
Creative Commons license, unless indicated otherwise in a credit line to the material. If material
is not included in the chapter's Creative Commons license and your intended use is not
permitted by statutory regulation or exceeds the permitted use, you will need to obtain
permission directly from the copyright holder.

270             Y. Shiyu

http://creativecommons.org/licenses/by-nc/4.0/

	From the perspective of anti-monopoly, data privacy protection and digital economy develop in synergy

