








 

Using the above model to evaluate the computer network security, and the evaluation results are 
shown in table 2. 

Table 2 Evaluation Results 
Sample Security Level Expected Output RBFNN 

28 B 0.83 0.78 
29 A 0.90 0.88 
30 C 0.62 0.68 

 
From the results of table 2, we can see the expected output of the after 3 sets are 0.83, 0.9, 0.62, and 
the security level are B, A and C. The RBF neural network outputs are 0.78, 0.88, 0.68, and the 
security level are B, A and C. It means that the evaluation outputs of RBF neural network model are 
consistent with the expected results, which proves that it is feasible and accurate to evaluate the 
computer network security with RBF neural network. It is an effective evaluation method for 
computer network security management. 

5. Summary 
Evaluating the computer network security with RBF neural network, can get rid of the randomness, 
the subjective uncertainty, and vagueness in the understanding, to ensure the objective and accurate 
of evaluation results. It is an effective evaluation method for computer network security management. 
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