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The clustering results into 4 categories,Clustered0 said the connection time is 0.0018 seconds 

and the length of duration is SF, flag connected the source host to the destination host src_bytes data 

flow is 53941.0055B,the destination host to the source host dst_bytes data flow is 8162.6412B,the 

number of hot indicator is 1.9107 hot, threatened by the number num_compromised for 0.9235,the 

same target host connection number count is 4.7195,the same service connection number is 4.7413 

srv_count, with a host of SYN error serror_rate accounted for 0.62%,the same service SYN wrong 

srv_serror_rate accounted for 0.62%,with a host of REJ error rerror_rate accounted for 6.43%,with 
a REJ service error srv_rerror_rate the proportion of 6.73%,with a host of the same service 

same_srv_rate accounted for 100%,the same host not Occupied error occupied connection rej 

occupied error occupied the DST SRC host port for connection 249.2259 occupied the same service 

diff SRV rate ratio was 0%,with a different host SRV diff host rate accounted for the proportion of 

0.63%,and the connection with the same target host connections DST host count is the same service 

quantity of DST host SRV count 249.2259,same source DST same port rate accounted for the 

proportion of 0.05%,syn wrong connection host Dst_host_serror_rate rate ratio of 0.03%,the same 

service syn DST host SRV Dst_host_srv_serror_rate rate ratio of 0.03%,the error of the DST host 

Dst_host_rerror_rate rate ratio of 4.44%,same service rej DST host SRV Dst_host_srv_rerror_rate 

rate ratio of 4.44%.The clustering results indicated by Clustered1,Clustered2,Clustered3,Clustered4 

and Clustered5 are clearly presented in Table 1. 

Conclusion 

With the help of the software Weka3.6.13 version of the famous open source data mining, the 

KDDCUP99 data set "KDDCUP.data_10_percent 10 percent concentrated refuse service attack" 

back "type cluster analysis was carried out, 2203 intrusion data records according to the similarity 

of attributes is divided into four categories, the network intrusion detection data set inherent law 

have a certain understanding, analyzed the intrusion data records. 
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