




















Compared with the previous research methods, our method can solve the trouble of 

information lag for network administrator effectively. The situation map can help 

network administrator monitor vulnerable devices and applications and find malicious 

traffic, which will make the traceability of malicious behavior stronger. 

The purpose of this study is measuring the Internet device and application, and 

draw the situation map according to the scan results. However, because of the 

limitation of system we adopted, the data used by passive monitoring is not covering 

the entire cyberspace, so that the result of passive monitoring may in disparity with 

the real result. In the future research, we will improve the integrity of result on the 

basis of validity. 
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